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COPYRIGHT NOTICE:

© 2020, CyberData Corporation, ALL RIGHTS RESERVED.

This configuration guide and related materials are the copyrighted property of CyberData Corporation.
No part of this configuration guide or related materials may be reproduced or transmitted, in any form
or by any means (except for internal use by licensed customers), without prior express written
permission of CyberData Corporation. This configuration guide, and the products, software, firmware,
and/or hardware described in this configuration guide are the property of CyberData Corporation,
provided under the terms of an agreement between CyberData Corporation and recipient of this
configuration guide, and their use is subject to that agreement and its terms.

DISCLAIMER: Except as expressly and specifically stated in a written agreement executed by CyberData
Corporation, CyberData Corporation makes no representation or warranty, express or implied, including
any warranty or merchantability or fitness for any purpose, with respect to this configuration guide or
the products, software, firmware, and/or hardware described herein, and CyberData Corporation
assumes no liability for damages or claims resulting from any use of this configuration guide or such
products, software, firmware, and/or hardware. CyberData Corporation reserves the right to make
changes, without notice, to this configuration guide and to any such product, software, firmware, and/or
hardware.

OPEN SOURCE STATEMENT: Certain software components included in CyberData products are subject to
the GNU General Public License (GPL) and Lesser GNU General Public License (LGPL) “open source” or
“free software” licenses. Some of this Open Source Software may be owned by third parties. Open
Source Software is not subject to the terms and conditions of the CyberData COPYRIGHT NOTICE or
software licenses. Your right to copy, modify, and distribute any Open Source Software is determined by
the terms of the GPL, LGPL, or third party, according to who licenses that software. Software or
firmware developed by CyberData that is unrelated to Open Source Software is copyrighted by
CyberData, subject to the terms of CyberData licenses, and may not be copied, modified, reverse-
engineered, or otherwise altered without explicit written permission from CyberData Corporation.

TRADEMARK NOTICE: CyberData Corporation and the CyberData Corporation logos are trademarks of
CyberData Corporation. Other product names, trademarks, and service marks may be the trademarks or
registered trademarks of their respective owners.
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1.0 Setup Diagram

Figure 1-1is a setup diagram for an Outdoor Intercom configuration. In this configuration, the intercom
acts as a standalone SIP telephony device.

Figure 1-1. Setup Diagram

Cisco Call Manager Server

CyberData Outdoor
Intercom

Cisco 8861

NetGear switch
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Table 2-1. Test Setup Equipment

Equipment Model Version
Cisco 8861 8861 12.8
CyberData SIP Outdoor Intercom 011186 20.1.0
Netgear ProSafe POE Switch FS108P NA
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3.0 Verify in Cisco Call Manager that the IP Voice Media Streaming
Application is Activated

It is important to verify that the IP Voice Media Streaming Application is running on Cisco Call Manager.

1. Log into Cisco Call Manager.

2. Click on the Navigation drop-down menu and select ‘Cisco Unified Serviceability’.
3. Click on the Go Button.

Figure 3-1. Main Page

alwln  Cisco Unified CM Administration
(4114-]

For Cisco Unified Communicatioss Solutkns

System v CalFoung v Meda Resouces v Asvanced Feaunes v Divece v ADoicaion v  Ler Manage; v BukAgmnsmaen v Hep v

Cisco Unified CM Administration

Copyright © 1999 - 2016 Cisco Systems, Inc
1l rights reserved.

This product contains cryptographic features and s subject to United States and focal coantry laws geverning import, export, transter and use. Delivery of Cisco Cryptographic products does not Imply hird-party authority to import, expart, distribute or use encryption. Tmporters,
expocters, Gstributors and users are responsible fer compliance with U.S. ard local country laws. By using this product you agree to comply with appicabile laws and requlatices. I you are unable to comply with U.S. and local laws, return this prduct immadiately.
& summary of LI.5. laws geverming Cisco cryptegraphic products may be found at our Export Compliance Product Feport web ste.

For infrmation shout Cheo Unifled Cammunie:

& Manager please vislt nor Unified Comemunications System Drcementation weh site

For Chico Technical Support phease visit our Technizal Supgact wab site,
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4. On the Cisco Unified Serviceability page, select the Tools menu and select Service Activation

Figure 3-2. Cisco Unified Serviceability Page

nmin Cisco Unified Serviceability WEWRELLIN Cisco Unified Serviceability v

CISC€O  Eor Cisco Unified C i s LSCTIAdmin About Logout

[Alarm «  Trace = Snmp + CallHome + Help

Service
Cisco Un:eability

Control Center -
System versior Feature Services

Control Center -
VMware Instal|REEYAWAatal (R) Xcon(R) CPU E5450 @ 3.00GHz, disk 1: 160Gbytes, 8192Mbytes RAM, Partitions

aligned Services

Serviceability
Reports Archive

Audit Log

ser LSCTIAdmin la Configuration er on Tuesday, June 13, 2017 3:39:54 PM PDT, to node 10.11.11.34, from 10.0.2.227 using HTTPS
ser LSCTIAdmin fai
ost recent failure Ti Locations ¥ 4:37:52 PM PDT, to 10.11.11.34, from 10.0.2.227 using HTTPS
opyright © 1999 - 2 R:E:Ei:r”mbe'
!l rights reserved. -
CDR Analysis
his product contains and Reporting and is subject to United States and local country laws governing import, export, transfer and use. Delivery of Cisco cryptegraphic products does not imply
ird-party authority 4 ute or use encryption. Importers, exporters, distributors and users are responsible for compliance with U.S. and local country laws. By using this product you
Joree to comply with CDR lations. If yeu are unable to comply with U.S. and local laws, return this product immediately.
Management
summary of U.S. lawsgove g o Tryptographic products may be found at our Export Compliance Product Report web site.

5. Scroll to the CM Services section and check the activation status of the Cisco IP Voice Media
Streaming App. If the Activation Status column does not display the word 'Activated’ then
click on the checkbox next to the Cisco Voice Media Streaming App service name to

activate.
Figure 3-3. Cisco IP Voice Media Streaming App
CM Services
Service Name ‘ Activation Status
v Cisco CallManager Activated
4 Cisco Unified Mobile Volce Access Service Activated
Il | Cisco IP oice Media Streaming App |
7 Cisco CliManager Activated
| Cisco Extension Maobility Activated
td Cisco Extended Functions Activated
v Cisco DHCP Monitor Service Activated
Cisco Intercluster Lookup Service Deactivated
4 Cisco Location Bandwidth Manager Activated
Cisco Directory Number Alias Sync Deactivated
Cisco Directory Number Alias Lookup Deactivated
¥l Cisco Dialed Number Analyzer Server Activated
| Cisco Dialed Number Analyzer Activated
r Cisco Tftp Activated

6. Click on the Save button at the top of the page.

Figure 3-4. Save Button on the Cisco Unified Serviceability Page

Location based Tracking Services

| service Name Activation Status
Cisco Wireless Controller Synchronization Service Deactivated

| Save | Set to Default | Refresh |

® *_ indicates required item.
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7. Scroll up and click on the Navigation drop-down menu. Select Cisco Unified CM
Administration.

Figure 3-5. Navigation Menu

= = . -ps Navigati Ci Unified CM Ad trati
alili  Cisco Unified Serviceability avigron Rl rnetenen

€IS€®  For Cisco Unified Communications Solutions

LSCTIAdmin About Logout

Alarm = Trace * Tools ¥ Snmp » CallHome v Help ~

8. Click on the Go button.

Note: It is only necessary to follow Step 1 through Step 8 once for all CyberData Devices.
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3.1 Obtain the MAC Address from the CyberData Device to be Added to
the System
To complete some of the steps in this procedure, one will first need to get the MAC address from the

CyberData Intercom. The MAC Address is on the device itself and can also be taken from the web
interface of the device.

1. Log into the CyberData Configuration Home page by pointing a browser to the intercom’s IP
address.

Note: The CyberData VolP Discovery Utility program, allows the discovery of any CyberData devices on
the network. Simply press the Launch Browser button to launch the webpage of the device.

2. When prompted, enter the following Web Access Username and Web Access Password to
access the CyberData Outdoor Intercom Home Page.

Default Login:
Username: admin

Password: admin

Figure 3-6. CyberData Intercom Home Page

Home Device Network sIp 8sL Multicast Sensor Audiofiles Events DSR Autoprov Firmware

CyberData Intercom

Current Status Admin Settings Import Settings
Serial Number: 186201657 Username; admin Choose File [Na file chosen
:uc Addre\::: | 32;22::?;04:41:31 Passwords. |-
rmware Version: 2. - —
Partition 2: V2021 Conftm assword; - Import Cony
Partition 3: va0.2a
Booting From: partition 3
S | Save | Roboot RSN Export Settings
IP Addressing: DHCP
IP Address: 192.188.1.5
Subnet Mask: 255.255.255.0
Default Gateway: 192.188.1.1
DNS Server 1: 192.188.1.1
DNS Server 2:
SIP Volume: 4
Multicast Volume: 4
Ring Volume: 4
Sensor Volume: 4
Push to Talk Volume: 4
Microphone Gain: 4
Push to Talk Microphone Gain:4

SIP Mode: Enabled

Multicast Mode: Disabled
Event Reporting: Disabled
Mightringer: Disablad
Primary SIP Server: Not registered
Backup Server 1: Nat registered
Backup Server 2: Mot registered
Nightringer Server: Mot registered
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3.2 Setup a New User in Cisco Call Manager
To setup a new user in Cisco Call Manager.

1. From the Cisco Unified CM Administration page. Go to the User Management menu and select
End User. This will lead to the Find and List Users page.

Figure 3-7. User Management Menu

aliiln  Cisco Unified CM Administration

CISCO 4t Cisco Unified Communications Solutions

System + Call Routing ~ Media Resources « Advanced Features ~ Device « tion « | User + | Bulk Adminisiration = Help «

Application User

End User
User/Phone Add v | days. If successful synchronizatiol

@ The system has not synchronized successfully with Cisco Pr

SIP Realm

'A WARNING: It has been 147 day(s) without a successful bac onfiguration.

User Settings

Self-Provisioning

Cisco Unified CM Administration

System version: 11.5.1.11900-26

Assign Presence Users

VMware Installation: 4 vCPU Intel{R) Xeon{R) CPU E5450 @ 3.00GHz, disk 1: 160Gbytes, 8192Mbytes RAM, Partitions aligned

2. From the Find and List Users page, click on Add New (Figure 3-8). This is the End User
Configuration page.
Figure 3-8. Find and List Users Page

ahali, Cisco Unified CM Administration
€15€0  For cisco Unified Communications Solutions

System = CallRouting v  MediaResources v  Advanced Features » Device »  Application v User Management v  Bulk Administration v Help =
Find and List Users

ojn Add Hew

@ 0 records found

User

Find User where | First name ¥ | begins with ¥ Find || Clear Filter || &f | =
Mo active query. Please enter your search criteria using the options above.
Add New

3. On the End User Configuration page (Figure 3-9), complete the following steps:
e Type a user ID into the User ID field.

Note: Write down this User ID, it will be needed in later steps.

e Type a name into the Last name field.
e Set and confirm a Digest Credential. This will be used for the device’s password during
registration.
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Figure 3-9. End User Configuration Page

End User Configuration

rUser Information

User Status
User ID*

Password

Confirm Password
self-Service User ID
PIN

Confirm PIN

Last name *

Middle name

First name

Display name

Title

Directory URI
Telephone Number
Home Number
Mobile Number

Pager Mumber

Enabled Local User

Outdoor Intercom 1

Intercom

4. Scroll down and click Save at the bottom of the page. After a short time, the screen will show

‘Add Successful’.
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Figure 3-10. End User Configuration Page — Add Successful

ot
B Save x Delete EEE Add Mew

- Status

@ Add successful

I User Information

User Status Enabled Local User

User ID* Qutdoor Intercom 1

Password e REARAEEIEEERE IR IR R R R TR Edit Credential
Confirm Password RS s EEEEE RS RS

Self-5ervice User ID

PIM RN R RSN RSB R R Edit Credential

Confirm PIN L T T LY T

*
Last name Intercom

Middle name
First name
Display name
Title

Directory URI
Telephone Number
Home Number
Mebile Number
Pager Number
Mail ID

Manager User ID

Department
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3.3 Set Up a New Phone Device in Cisco Call Manager

1. Go to the Device menu and select Phone. This will lead to the Find and List Phones menu.

Figure 3-11. Cisco Device Menu

alimlie  Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions

System «  Call Routing =  Media Resources »  Advanced Features « | Device « | Application =  User Management «

. CTI Route Point
End User Configuration -
Gatekeeper

Gateway

Phons |

Trunk

User Information

Remote Destination

Uszer Status Enabled Local User Device Settings 4
User ID*

Wideo Intercom 1

2. Inthe Find and List Phones menu, click on Add New. This is the Add a new Phone page.

Figure 3-12. Find and List Phones Menu

alil.  Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions

System + Call Routing + Media Rescurces »  Advanced Features + Device - Application +  User Management +  Bulk Administration + Help «

Find and List Phones

EE Add New
Phone
Find Phone where | Device Name ¥ | begins with ¥ M Clear Filter li“il
Select item or enter search text ¥
No active query. Please
Add New

3. Onthe Add a New Phone select Third Party SIP Device (Basic) from the Phone Type drop-
down menu.
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Figure 3-13. Phone Configuration Page

alli  Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions admin Search Documentation About Logout

System = Call Routing =  Media Resources = Advanced Festures = Device =  Application =  User Management = Bulk Administration =

Help -

Add a New Phone Related Links: |
B o
r Status

@ Status: Ready

r Select the type of phone you would like to create

Phone Type® | Third-party SIP Device {Basic) r

Mext

® *_ indicates required item.

® **_ Create a phone template using the Bulk Administration Tool to enable template-based phone creation.

4. Click Next.
For a summary of all the required settings for the Phone configuration page please see Table 3-1.

For a step-by-step description of the settings that are necessary for the Phone Configuration page, go to
Step 5.

Table 3-1. Phone Configuration Page Settings

Phone Device Parameter Selected Setting

MAC Address Field Type the number that was written down for the
Ethernet Address field of the CyberData Outdoor
Intercom.

Description Field Type any description desired

Device Pool drop-down menu Select Default

Phone Button Template Drop-down Menu Select Third party SIP device (Basic)

Owner User ID Drop-down menu Select the name of the user, this was set in step 3 of
Section 4.5

Device Security Profile drop-down menu Select Third-Party Basic - Standard SIP Non-Secure
Profile.

SIP Profile drop-down menu Select Standard SIP Profile.

Digest User drop-down menu Select the name of the user, this was set in step 3 of
Section 4.5

5. On the Phone Configuration page (Figure 3-14), get the number written down from the
MAC Address field of the CyberData Outdoor Intercom page (Figure 3-6), and type it into the
Mac Address field.

CyberData Corporation
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Figure 3-14. Phone Configuration Page

rPhone Type

Product Type: Third-party SIP Device [Basic)
Device Protocol: SIP

—Device Information

{1 Device is not trusted

MAC Address® 0020F7044131

Description SEPOOZOF7044131

Device Pool® Default ¥ | Wiew Details
Common Device Configuration < Mone = ¥ | Wiew Details
Phone Button Template ® Third-party SIP Device (Basic) A

Common Phone Profile ® Standard Common Phone Profile ¥ | View Details
Calling Search Space < None > h

AAR Calling Search Space < None > h

6. Inthe Description field, type a description.
In the Device Pool drop down menu select Default.
8. Inthe Phone Button Template drop-down menu, select Third party SIP Device (Basic).

™~

Note: Leave the Common Phone Profile set to Standard Common Phone Profile.

9. Scroll down to the Owner User ID drop-down menu (Figure 3-15). Select the UserID created
for the intercom.
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Figure 3-15. Phone Configuration Page

Chmer 2 User Anonymous {Public/Shared Space)

Owner User ID* Outdoor Intercom 1 ¥
Mebility User ID < Mone = bl
Use Trusted Relay Point® Default ¥
Ahways Use Prime Line™ Default ¥
Ahways Use Prime Line for Voice Message < Default r
Geolocation < Mone = ¥

Ignore Presentation Indicators (internal calls only)
¥ Logged Into Hunt Group

Remote Device

Note: Please leave the Use Trusted Relay Point and Always Use Prime Line in their default values.

10. Scroll down to the Device Security Profile drop-down menu (Figure 3-16) and select the
Third-Party SIP Device Basic-Standard SIP Non-Secure Profile.
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Figure 3-16. Phone Configuration Page

Chmer 2 User Anonymous {Public/Shared Space)
Owner User ID* Outdoor Intercom 1 ¥
Mebility User ID < Mone = bl
Use Trusted Relay Point® Default ¥
Ahways Use Prime Line™ Default ¥
Ahways Use Prime Line for Voice Message < Default r
T

Geolocation < MNone =
Ignore Presentation Indicators (internal calls only)

¥ Logged Into Hunt Group

Remote Device

11. In the SIP Profile drop-down menu, select Standard SIP Profile.
12. In the Digest user drop-down menu, please select the name that was used in the UserID

field in step 3 of Section 3.2.
13. Click on the Save button at the bottom of the page. The page will take a moment to refresh

and the following message will popup:

Figure 3-17. Click on the apply Config button popup

10.11.11.34 says:

Click on the Apply Config button to have the changes take effect.

14. After the page finishes processing it will show the Phone Configuration guide again, please

press the Apply Config button.
15. A new Apply Config window will appear (Figure 3-18). Click on the OK button.
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Figure 3-18. Apply Configuration Window

E Apply Configuration - Cent Browser
A Mot secure | Bitps://10.11.11.34/ccmadmin/resetApplyConfig.do?pkid=e8022214... &,

- Apply Configuration Information
Selected Device: SEPO020F7F044121 (SEPDO20F70441321; Third-party SIP Device (Basic))

MNote:

Please save the configuration before continuing. When you click apply config, the device may go through a restart.
When restart is initiated, calls in progress may be dropped but connected calls will be preserved unless the davice
pool incdudes SIP trunks.

OK Cancel

16. After the server is done applying the configuration, the Status section will show Add
Successful.
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3.4 Create a New Directory Number (DN) and Associate it with the New
Phone Device

1. Underneath the Modify Button Items button, please click on “Line (1) — Add a new DN.”

Figure 3-20. Add a new Directory Number (DN)

Phone Configuration Related Links:
G Save x Delete D Copy %l Reset 7 Apply Config [ J3 Add New
r Status
@ Add successful
 Association ~ Phone Type

Product Type: Third-party SIP Device {Basic)

Modify Button Itams
Device Protocol: SIP

1 wrizline [1] - Add a new DN
™

r Real-time Device Status

Registration: Unknown
IPv4 Address: None

 Device Information

Dievice is Active

& Device is not trusted

MAC Address* 0020F7044131
Description SEPOO2OF7044131

2. Inthe Directory Number field, please type an extension number that is within the range of
extensions.

Note: Please write down the Directory Number, it will be needed in further steps.

Note: The extension ‘1800’ was used in this example.
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Figure 3-21. Directory Number Configuration

ahaln  Cisco Unified CM Administration

CISCO  Fyr Cisco Unified Communications Solutions

System » Call Routing + Media Resources »  Advanced Features » Device »  Application »  User M t »  Bulk Admini ion + Help «

Directory Number Configuration

LE Save

rStatus

® Directory Mumber Configuration has refreshed due to a directory number change. Please click Save button to save the configuration.

r Directory Number Information

. *

Directory Number 1800 Urgent Priority
Route Partition < Mone = v

Description

Alerting Name
ASCII Alerting Name
External Call Contral Profile | < None = M

#| Active

r Directory Number Setting

Voice Mail Profile = Mone = ¥ | (Choose <Mone> to use system default)
Calling Search Space < Mone > v
BLF Presence Group™® Standard Presence group r
User Hold MOH Audio Source < None = v
Network Held MOH Audio Source | < None = v

Reject Anonymous Calls
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3. Scroll down and click on the Save button on the bottom of the page.

Figure 3-22. Directory Number Configuration Page

rLine Settings for All Devices:

Hold Reversion Ring Duration (seconds) Setting the Hold Reversion Ring Duration to zero will disable the feature
Hold Reversion Notification Interval (seconds) Setting the Hold Reversion Motification Interval to zero will disable the feature
Party Entrance Tone* Default v

rLine 1 on Device SEPO020F70386E3
Display (Caller ID) Display text for a line appearance is intended for displaying text such as a name instead of a directory
ASCII Display (Caller ID)

External Phone Number Mask

Menitoring Calling Search Space = Hone = M

r Multiple Call/Call Waiting Settings on Device SEPO020F70386E3

Note:The range to select the Max Number of calls is: 1-16
Maximum Number of Calls* >

Busy Trigger® 2 (Less than or equal to Max. Calls)

— Forwarded Call Information Display on Device SEPOD20F703B6E3
Caller Name

Caller Number

Redirected Number

Dialed Number

Save

@ *. indicates required item.

@ R Changes to Line or Directory Number settings require restart.
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3.5 Associate the Phone Device and Directory Number with the New

User
Follow these steps to associate the phone and directory number to the user.

1. Please select the User Management menu and pick End User from the drop-down menu.

2. Click on Find.
Figure 3-23. Cisco Call Manager Toolbar

System = Call Routing * Media Resources v  Advanced Features » Device »  Application + User Management » Bulk Administration + Help «

3. On the Find and List Users page, please click on the Find button.

Figure 3-24. Find and List Users

vl Cisco Unified CM Administration

cisco For Cisco Unified Communications Solutions

System - Call Reuting +  Media Rescurces + Advanced Features = Device »  Application +  User Management = Bulk Administration = Help -

Find and List Users

DA Add New
Status
’7® 0 records found

User
Find User where | First name ¥ | begins with ¥ Iﬂl Clear Filter \i’\i’
Mo active query. Plea
Add New

4. All the existing users will be listed in the User ID column.
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Figure 3-25. Find User List Populated

Find and List Phones

HI]: Add Mew @ Select All @ Clear All & Delete Selected % Reset Selected Z Apply Config to Selected
Status
’7® 20 records found
Phone (1-20o0f 20)
Find Phone where | Device Name ¥ | begins with ¥ Find || Clear Filter || dp || =
Select item or enter search text ¥
Device Name(Line) * Description
= CTIRDpaullabber
CTI-RD
Cf?i ICVA-IC-001 InformaCast Recording Port
Cfg ICVA-IC-002 Used by Informacast
SEPO00BS2294403 GXV3140
SEPOOOECEASEASA Mauricio's CyberSoft PC
SEPDD156553A2CA Support Yealink T426G
SEP0016477A4710 Auto 1504
7ado
SEPO020F7034B4E Paging Server
SEP0020F70360CE Mauricio Test2
SEPO020FF039A34A SEPO020F7039A3A
SEPO020FF03ED1S Mauricio Testl
" SEPO020F7044131 SEPO020F7044131
SEP1CEATAEN4050 Auto 1508
DRE0
SEPZG34A2830C9E 1505
G561
SEP7001B5DBSBEE Auto 1506
&561
= SEP74ADZFCOEISC Auto 1507
BHE5
[ | SEPS81DFCE128BC SEPB81DFCE128BC
DxT0
SEPC472955057E1 Auto 1503
a7l
(| SEPDOC789141529 Auto 1500
CE&EED
= SEPFCFEFE111E54 Auto 1501
9451
Add New || Select All Delete Selected || Reset Selected || Apply Config to Selected

5. Click on the User ID that has the name of the user from step 3 of Section 3.2. This leads to the

End User Configuration page.

6. On the End User Configuration page, scroll down to the Device Information section. Please

press the Device Association button.
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Figure 3-26. End User Configuration

- Device Information
Controlled Devices

Device Association

Line Appearance Association for Presence

Available Profiles

CTI Controlled Device Profiles

¢

7. On the User Device Association page, click on the Find button.
8. Find the device by the MAC address, then click the check box next to it.
9. Please press the Save Selected/Changes button.

Figure 3-27. User Device Association Page

User Device Association For Outdoor Intercom 1 (1 - 20 of 20)

Find User Device Association where  Name ¥ | begins with ¥ Find || ClearFilter || &k || =

¥/ Show the devices already associated with Qutdoor Intercom 1

Device Name Directory Number
CTIRDpaullabber
avge
2 ICVA-IC-001 9995
-
f’E! ICVA-IC-002 5958
= SEPOO0B82294403 1502
&IF
g SEPOOOECGASEASA 200
= SEP00156553A2CA 700
SIF
= SEP0016477A4710 1504
880
g SEPO020F7034B4E 2020
= SEPO020F70360CB 501
&IF
= SEPOOZ0F7039A3A 1421
5IP
= SEPO0Z0F703ED1S 500
1o
= = SEPO020F7044131 1800
GIF
[m] SEP1CLA/AEUGULY 1su8
=
SEP2834A2830CSE 1505
el
E SEP7001B5DBSBEE 1506
SEP74A02FCOE18C 1507
5565
SEPES1DFC6128BC 1509
o%r
SEPC472955097EL 1503
a871
SEPDOC785141529 1500
)
= SEPFCFBFB111E94 1501
2351
Select All || Clear All || Select All In Search Clear All In Search || Save Selected/Changes

10. From the Related Links, drop-down menu. Select Back to User and click to Go button.
11. Back on the End User Configuration page, look at the Device Associations section to verify that
the device is associated with the user.
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Figure 3-28. End User Configuration Page

r Device Information

Controlled Devices SEPOD20F7044131
Device Association

Line Appearance Association for Presence

Available Profiles

CTI Controlled Device Profiles

<

12. Please scroll down to the Directory Number Associations section. Please select the primary
extension for this user.

Figure 3-29. End User Configuration

Primary Extension | 1800 T |

|'D‘ir‘|3||:l:~t:-r'||r Number Associations

< MNone =

Mobility Informa L

-

Note: Extension 1800 was used in this example

13. Scroll down to the bottom of the page and select the Save button.
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4.0 Setup CyberData Device Parameters

For the initial configuration of the Outdoor Intercom, please refer to the SIP Outdoor Intercom
Operations Manual which can be downloaded from the webpage:

https://www.cyberdata.net/collections/sip/products/011186

Please navigate to the Downloads section to find the relevant Operations Guide.

4.1 Setting Up the CyberData Device Parameters

To setup the CyberData Device Parameters,
1. Getthe IP Address of the Outdoor Intercom.

Note: This can be done in a few different ways. Once the device has finished booting up, if there is still
direct access to the back of the device, press the ‘RTFM’ button. This will make the device announce its IP
address. If the device has already been installed, CyberData has developed a program to find all the
CyberData Devices on a network.

Note: The CyberData VolP Discovery Utility can be downloaded with the following link:
http://www.cyberdata.net/assets/common/discovery.zip

2. Please login to the device using the default Login username and password.
3. From the device’s homepage please press the SIP tab.

Table 4-1. SIP Tab Page Settings

SIP Tab Items Settings

SIP Server Type the address of the Call Manager Server

SIP User ID Type the Directory Number that was written down in
step 2 of Section 4.7

Authentication ID Type the Cisco User ID that was used for the
Description field in step 3 of Section 4.5

Authentication Password Use the password set on the end user page

SIP Registration Select Yes

Registration expiration (Seconds) Type 120

4. On the SIP Tab please complete the following steps:
0 Inthe SIP Server field, type the address of the Call Manager Server.
In the SIP User ID field, type the Directory Number.
In the Authentication ID field, type the Cisco User ID.
In the Password field type the password used for the Digest Credential.
Keep the SIP Registration field checked.
In the Register expiration (seconds) fields, type 120.

©Oo0Oo0Oo0o
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Figure 4-1. CyberData SIP Tab

10.11.11.34
1800

Outdoor Intercom 1

Auto Select ~

10500
50

Disabled +

Save Reboot Toggle Help

5. Once the settings have been configurated please press the Save button, then press the
Reboot Button.

6. Once the device has finished rebooting please confirm that the device shows registered on
the Home Page.
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Figure 4-2. Registration Status

Primary SIP Server: Registered

Backup Server 1: Not registered
Backup Server 2: Not registered
Nightringer Server: Not registered

7. |If the device shows Registered, then please take a Cisco Phone that has already been
registered and make a test call to confirm that audio can from the device.
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5.0 Contact CyberData Corporation

Sales

For sales-related questions, please visit our Contact CyberData Sales web page for more information.

Technical Support

For CyberData Technical Support, please submit a Contact CyberData VolP Technical Support form on

our website.

The CyberData VolP Technical Support Contact form initiates a troubleshooting ticket which CyberData
uses for quality assurance purposes.

Additionally, the Contact VolP Tech Support form tells us which phone system you are using, the make
and model of the network switch, and other essential troubleshooting information we need to
efficiently assist with a resolution. Please include as much detail as possible in the Describe Problem
section of the form. The success of your installation is extremely important to us.

Documentation Feedback

We realize changes to the software or hardware of the platform may render this document obsolete.
We welcome and encourage documentation feedback to ensure continued applicability.
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